**Основы борьбы с вовлечением подростка в незаконные экстремистские и террористические акции с помощью Интернет-ресурсов.**

Экстремизм и терроризм в любых формах своих проявлений превратились в одну из самых опасных проблем, с которыми человечество вошло в XXI столетие.

Терроризм представляет реальную угрозу национальной безопасности страны: похищение людей, взятие заложников, случаи угона самолетов, взрывы бомб, акты насилия в этно-конфессиональных конфликтах, прямые угрозы их реализация и т.д. Поэтому проблема противодействия терроризму и экстремизму в Российской Федерации – это одна из наиболее важных задач обеспечения безопасности на государственном уровне.

Наиболее эффективным средством массового информационного воздействия террористов на молодежь в последнее время становится Интернет. Причины популярности Интернета преступниками - легкий доступ к аудитории, обеспечение анонимной коммуникации, слабое регулирование этого вопроса на государственном уровне, глобальное распространение, высокая скорость передачи информации, дешевизна и простота в использовании, мультимедийные возможности.

Экстремистские ресурсы широко используют средства психологической войны, в том числе дезинформацию, запугивание, манипуляцию общественным сознанием, подмену понятий и фактов. На интернет-ресурсах террористических организаций освещается психологический ущерб, наносимый государствам-объектам атаки в результате терактов.

Террористические организации, в том числе действующие в России, используют Интернет для вербовки новых членов, включая террористов-смертников из числа как исламистов, так и экстремистски настроенной молодежи с целью привлечения их сначала в радикальный ислам, а затем и в противоправную деятельность. Кроме того, Интернет используется для формирования лояльно настроенной среды, играющей активную роль в поддержке террористических организаций.

В настоящее время во всемирной сети представлены практически все типы организаций, применяющих в своей деятельности экстремисткие и террористические методы. Число сайтов, содержащих материалы экстремистского характера, превышает семь тысяч, в том числе более ста пятидесяти русскоязычных, и оно постоянно растет.

Поэтому очень важны программные средства , могущие защитить ребенка от нежелательной информации в Интернете .

Популярные программные средства, которые помогут защитить ребенка от нежелательной информации в Интернете :

1. iProtectYou Pro — Программа-фильтр интернета, позволяет родителям ограничивать по разным параметрам сайты, просматриваемые детьми ресурсы.  •
2. KidsControl — контроль времени, которое ребенок проводит в Интернете. •
3. Mipko Time Sheriff  — предназначен для контроля времени, проводимого вашими детьми за компьютером или работы с конкретными программами и сайтами •
4. NetPolice Lite — выполняет функцию родительского контроля, запрещая детям посещать сайты определенных категорий (сайты для взрослых, ненормативная лексика и т.п.). •
5. ИНТЕРНЕТ ЦЕНЗОР — программа содержит уникальные вручную проверенные «белые списки», включающие все безопасные отечественные и основные иностранные ресурсы. Программа надежно защищена от взлома и обхода фильтрации.